Multi-Factor Authentication (MFA) in ADEP

ADEP allows usage of Multi-factor authentication when login to it.
In order to set it up, follow next steps:

1. Go to the upper right corner and click on your user profile.
2. In the drop down that appears, click on Multi-Factor Authentication (MFA).
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3. In the window that appears, click on Setup MFA.

Multi-Factor Authentication (MFA)

There is no Multi Factor authentication (MFA) configured for this user account. Click on Setup MFA to
proceed.

4. Follow the instructions that appear, enter the code from your device and click Confirm.
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MFA Code then click on Confirm.

‘Alternatively, you can copy the secret with the copy button at the end of the line and paste it in a password
manager that supports Authenticator Key (TOTP) configuration.

I method that an MFA configuration, the one you
‘configure here will not be used for this authentication method.

Secret of the QR code
JAANITSAYFZCILBFQHJSA2AJ6B26LD7H

MFA Code

Enter the value presented in the MFA authenticator application

o

The window below confirms successful set up of MFA. Click on the cross in the right upper corner to exit.



Multi-Factor Authentication (MFA)

Multi Factor Authentication (MFA) enabled. If you wish to revoke this configuration, click on Revoke. If you
want to replace this configuration with a new one, click on Replace.

Your MFA configuration is confirmed.

= The MFA configuration was created a few seconds ago (7/21/2023,

9:29:53 AM)
= It has not been used yet.




